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Computer Network for 
Education 

Policy #8272 



Computer Network for Education 

Student access 
to technology 
and Internet 
important part of 
education 

 



Computer Network for Education 

 

Access to 
network and 
Internet a 
privilege  

 



Computer Network for Education 

 

District Technology 
Plan 2015-2017 
 
District Technology 
Team 

 



Instructional 
Technology 

Policy #8270 



Instructional Technology 

• Staff Development 
• Student use of technology 
• Technology across the curriculum 
• Equitable distribution and access 

for all 
• Technology as a way of gathering 

and organizing data 
• Provision of funding technology 

within the budgetary constraints 
of the district 



Acceptable Use Policy 
Policy #7315 



Acceptable Use Policy 

Access to Inappropriate 
Content/Material and Use 
of Personal Technology or 
Electronic Devices 
 



Acceptable Use Policy 

 
Standards of Acceptable 
Use 



Acceptable Use Policy 

 
Notification/Authorization 



Internet Safety 
Policy # 8271 



Internet Safey 

• Ensuring the use of technology 
protection measures; 
CIPA(Children’s Internet 
Protection Act and FCC 
guidelines 

• Protection measures for staff 
and students when accessing 
the Internet to foster the 
educational mission of the 
district 



Internet Safety 

Presence of a teacher or 
district personnel when 
students accessing the 
Internet 



Internet Safety 

Monitoring logs of 
access on Internet 



Internet Safety 

Unauthorized access is 
prohibited and can result in 
disciplinary action as well 
as… 
Notification to staff and 
students of such actions by 
individuals 



Internet Safety 

District determines 
what is “inappropriate” 
for minors 



Internet Safety 

Internet Safety Instruction 
Use Your Net Smarts 
 
Cyberbullying awareness 
and response programs 



Internet Safety 

Use of personal technology 



Internet Safety 

District Public Hearing 



Cyberbullying & 
Cyberthreats 

Policy #3421 



Cyberbullying & Cyberthreats 

The district is committed to 
providing a safe and nurturing 
environment with the school district 
that is free from cyberbullying and 
cyberthreats. 



Cyberbullying & Cyberthreats 

Cyberbullying:  
     Being cruel to others by sending 
or posting harmful material using 
the Internet, cellular phone, or any 
other electronic device. 



Cyberbullying & Cyberthreats 

Cyberthreat: 
     Online material that threatens 
or raises concerns about violence 
against others, suicide or other self-
harm. (Direct and Distressing)  



Cyberbullying & Cyberthreats 

Use of district systems to bully or 
harass is prohibited.  



Cyberbullying & Cyberthreats 

Off-campus cyberbullying or 
cyberthreats that endangers the 
health, welfare or safety of 
students, faculty or staff and/or 
disrupts the educational process is 
prohibited.  



Cyberbullying & Cyberthreats 

Students who believe they have 
been subjected to cyberbullying or 
cyberthreats are encouraged to 
report this immediately to an 
administrator or teacher. 



…any questions? 


